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Who’'s involved?
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Why are we doing it?

Market evolving towards:

* More complex systems with complex
functions and complex architectures

* Fewer humans in the loop to handle safety

* New technologies and impact of new usages
of technologies

* Dynamically evolving risks

Existing safety standards do not:
* Align with system engineering
* Address multi-layered systems recursively

* Capture emergent behaviours at system level
(detrimental effects without failure occurring) Source: Linkedin

* Allow full interaction with other engineering domains
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https://www.linkedin.com/pulse/unleashing-power-collaborative-intelligence-generative-ai-zero-9aa8e

IEC 63187-1
fundamental

principles

Focus on hazards and their consequences
rather than quantitative probability

Risk-based (ISO 31000)

Processes, technologies and competences applied recursively
at multiple levels in the systems hierarchy and supply chain

Managing detrimental interactions

Systems and control theory between system elements

Integrating safety into As a fundamental part of engineering the system,
systems engineering with the flexibility to trade requirements

Appropriateness of Addressing threats to safety from sources
approach with different types of characteristic

Addressed to apply proportionately over
organisational boundaries

Regardless of the life cycle stage or
development origin of system elements

Solution independent

Providing a framework to identify and achieve safety objectives,

Goal based rather than a prescriptive set of rules or specifications.



What's new since last year?

Comments from previous Part 1 drafts
addressed

Explanation of the concepts improved in
informative annexes

Better alignment with ISO/IEC/IEEE
15288:2023
Improved treatment of requirements for
® Human factors
® Enabling and interfacing systems
® Performance measurement
® Routes to realisation

Part 1 Committee Draft for Vote produced
Part 2 guidance substantially improved

Discussions on a potential Part 0 to give an
overview of the IEC 63187 concepts (not
currently a formal proposal)



How do | demonstrate the system is safe?

|dentify relevant hazards for the system (throughout its life cycle)

Ensure the requirements on the system, its operation and its life cycle address its
contribution to hazards at the root cause level and also at control structure level

Decompose and allocate the requirements, while maintaining their effectiveness

|dentify and treat emergent emerging properties and behaviours of the system
that contribute to detriments and hazards

Ensure satisfaction of the safety requirements that address the system’s
contribution to hazards

Gain assurance and confidence in the above, proportionate to the system’s
contribution to risk and maintain that confidence throughout the system life cycle




Measures of Importance
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Recursive instantiation of IEC 63187-1 across organisations

Organisation
A Lifecycle

Instantiation of the standard in Organisation B

Process

interactions within
Instantiation of the standard in Organisation A Lifecycle A
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When can | get it?

2017

* New Work
ltem
Proposal

2018

* Proposal
accepted
« |[EC 63187

drafting work
starts

2019

» Decision to
create IEC TR
63187-2
guidance
document

2022

 Committee
Draft (CD1)
circulated

» 178 reviewer

comments
received

2024

* Project
cancelled due
to 5-year rule

«CD2
circulated

» SC65A votes
to restart
project

2025 [ 2026

« Comment  Final Draft
resolution and International
refinement Standard

« Committee (FDIS)

Draft for Vote  Publication of

(CDV) IEC 63187-1
and IEC TR
63187-2

Future dates subject to committee approval!

11



SafeComp 2024 Position Paper

Motivation, goals, principles and approach

https://www.safecomp2024.unifi.it/upload/sub/other/position%20papers/SAFECOMP2
024 paper_101.pdf

SafeComp 2025 Position Paper

Update on current progress
https://hal.science/hal-05240620

Thank you
SafeComp 2025 Poster

Key points in more detail
https://safety.inge.org.uk/20250904-SafeComp_IEC63187_Poster-O.pdf

IEC Project Dashboard

Track progress towards publication

https://www.iec.ch/dyn/www/f?p=103:38:411633489072730::::FSP_ORG_ID,FSP_AP
EX_PAGE,FSP_PROJECT_1D:1369,23,126413
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